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1.  

  tretie 
strany   a o zmene a 
doplnení niektorých zákonov v  227/2025 Z. z., 

 platnom znení - systém 
   tretích strán MH 

Teplárenský holding, a.s.  

 
tretia strana) MH Teplárenský holding, a.s., 

 

 sa zaväzuj ncom , príp. 
 a ic . 

 

  Dodávatelia a tretie strany MH Teplárenský holding, a.s.  

 

Tento dokument je aplikovaný v celom rozsahu na dodávky tretích strán v súvislosti s 

IB a KB. 

 

1.1 Zmenový list  

Dátum Vydanie Popis zmeny Meno zamestnanca 
vykonávajúceho zmenu 

05/2025 1 nový dokument Róbert Mramúch 

10/2025 2 aktualizácia legislatívnych zmien Róbert Mramúch 

 

 

 

 

 

 

 

 

 

 

 

 

Smernica 

 tretie strany 

     MHTH_KB_S02, v2 
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2. DEFINÍCIE POJMOV A SKRATKY 

  

ANSI American National Standard Institute 

BSI Federal Ofiice for Information Security 

IB  

KB Kybernetická  

NIST National Institute of Standards and Technology 

SW Software (programové vybavenie) 

TK Tenký klient 

V227 227/2025 Z. z., ktorou sa ustanovuje obsah 

 platnom znení 

VPN  

Workaround  

ZoKB  a o zmene a doplnení 
niektorých zákonov v  

ZoBOaNP 
 

ZS  

PKZS Prevádzkovanie kritickej 
výroba elektriny) 

MHTH MH Teplárenský holding, a.s. 

PKIB Politika  

3.  ÚVOD 

tejto politiky  
 svojím  

 sa svojím 
strany. Vzor prehlásenia je uvedený na konci tohto dokumentu. 

MH 
Teplárenský holding, a.s. (MHTH)
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4.  

Uvedené kapitoly tejto politiky sú predmetom pou
sa na osoby tretích strán v závislosti od ich prístupu a náplne práce na pridelenej úlohe alebo 
projekte v  

 MHTH, ako 

MHTH, 

prevádzkovania kritických základných ieb (PKZS).  

5. ZODPOVEDNOSTI A PRÁVOMOCI 

Zamestnanci tretích strán zodpovedajú za: 

 ochranu im zverených aktív (informácií, osobných údajov, aplikácií, dát, IT/OT zariadení a 
pod.), 

  

  

o 
 

o , alebo 
údaje iným osobám, ak to priamo nevyplýva z ich pracovných pokynov alebo úloh,  

o  

 zamestnanci postupujú v súlade s  
pozorní, obozretní a 
o 
presadzovaním politiky, 

 zamestnanci sú povinní MHTH a 
MHTH na nevhodnú povahu vydaných pokynov, vrátane pokynov a opatrení obsiahnutých 

 

ých systémov 
 

a) 
 MHTH, 

b)  
 informáciám MHTH, 

c) 
alebo nápravu následkov incidentov, 

d) 
vplyv na základné y MHTH, 

e)  

f)  
a  incidentoch, 

g) MHTH varovania pred incidentmi a 
é 

y MHTH, 
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h) MHTH  ktorých sa dozvie z  
alebo inak, a 

i)  MHTH  
systémov MHTH. 

 

 
 

. 

a  MHTH úplný 

dokumentácie, ako samostatná príloha. 

ZoKB.  

kontaktnej osobe MHTH, alebo cez HelpDesk MHTH 
, MHTH 

identifikuje na základe presiahnutia kritérií pre jednotlivé kategórie incidentov. Ak do okamihu 

incidentu, v ktorom vyz
 

incidentu na mieste, reakciou na incident a podporou reakcií na incident. Pri r
MHTH MHTH

informácie, ktoré by 
 

MHTH. 

MHTH 
 

MHTH vykonanie reaktívneho 
opatrenia a jeho výsledok. 

MHTH 
 na 

MHTH na 
jeho návrhu. 

MHTH
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6.  

6.1  

MHTH tretia strana poskytne bezodkladne ie potrebné na 
posúdenie b (napr. 
analýzy robustnosti kódov a pod.). 

6.2  

sa  súlade s 
 

MHTH 
 

Ak si MHTH 
 

6.3 AUDIT 

MHTH 
ike a predmete dodáv  

  
(ZoBOaNP) 

 (ZoKB). 
 

6.4 - SUPPLY CHAIN 

MHTH 

v tejto politike. 

6.5 PKIB  

dodávky, bezodkladne poskytne MHTH analýzu situácie a plán nápravy. Ak 
MHTH akceptovala MHTH 

 

7.  

7.1 ZÁKLADNÉ  

Pod fyzickými priestormi, ktorých sa týkajú pravidlá uvedené v tomto dokumente, sa myslia 
, MHTH 

MHTH vykonáva elektronickú alebo fyzickú kontrolu 
vstupu, príp. pohybu v týchto priestoroch. 

MHTH je 
kontrolovaný a monitorovaný. MHTH mô
dodávate MHTH 

 prístupová karta). 

povolenie na vstup je povinná pri vstupe (aj 
prostredníctvom prístupovej karty  
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osoby, ktorými bola poverená. Vstup do serverovní a dátových centier MHTH len za 
doprovodu zamestnanca MHTH.  

MHTH, a.s. 
 

MHTH 
riadiace prvky, MHTH, 

 

MHTH. 

8. KYBERNETICKÁ (LOGICKÁ / DIGITÁLNA)  

Pod logickým/digitálnym/kybernetickým 

 

 centrálny VPN koncentrátor (v 
prípade prístupu do OT systémov MHTH, SRA). Iný 
spôsob vzdialeného 
zamestnancov tretích strán riadia výhradne interní zamestnanci, ktorí sú zodpovední za tretiu 

do ktorých získala oprávnenie
. 

8.1 ZÁKLADNÉ ZÁSADY (LOGICKEJ A DIGITÁLNEJ ) 

 

 - 
 

  tzn. u
a do systémov MHTH aj vzdialené 

pripojenie.  

 
riadne aktualizovaný antivírusový software a zodpovedá za prípadne následky pre 

infikovania malvérom alebo vírusom, ktorý vznikol pôsobením 
 

MHTH. 

 Ak zamestnanci Slovenskej republiky 
(prípadne ústredie) 
autorizovaná MHTH.  

 
technických miestnostiach podniku. 

 Musí pred a  práce,  a riadiaceho 
pracovníka prevádzky (vedúci zmenový zamestnanec) o . 

 Nesmie v také zmeny a zásahy do riadiaceho systému, ktoré 
gatívny dopad na , kontinuitu procesov a majetok 

. Toto neplatí v  

 N ani VP
MHTH smerom do verejného internetu.  
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 Ne SW, ktorého 
nesmie a samostatne 
SW bez predchádzajúceho povolenia zo strany MHTH. 

 
 N  konfiguráciu/nastavenia/

predchádzajúceho povolenia zo strany MHTH. 
 
 N  IT/OT 

, prípadne ich 
predchádzajúceho povolenia zo strany MHTH.  

 
 Nesmie do IT zariadenia bez 

predchádzajúceho povolenia zo strany MHTH. 
 

 Nesmie v prípade lokálneho pripojenia do siete MHTH sa paralelne prip  do iných sietí 
alebo smerom do verejného internetu. 

 
 Nesmie v prípade pripojenia do siete MHTH pomocou VPN tunelova  tohto pripojenie 

. 
 

 Nesmie p  prenosné médiá v OT prostredí bez predchádzajúceho súhlasu zo strany 
MHTH. V , tak je povinný 

antivírusovým SW a výsledok kontroly , 
digitálnym protokolom/záznamom. 

 
 Nesmie v   dokumentácie 

bez predchádzajúceho súhlasu/poverenia zo strany MHTH. 
 

 Nesmie p  
a dokumentácie HTH bez 
predchádzajúceho súhlasu/poverenia zo strany MHTH. 

 
 Musí p  kontrolu vlastných digitálnych zariadení 

plnenia jeho povinností nie len z kontroly stavu 
antivírového SW, kontroly antivírovým programom, kontroly 

nepovolené dáta patriace MHTH. 
 

 Nesmie do siete MHTH   
komunikáciu 

9. OCHRANA MAJETKU A INFORMÁCIÍ  

 
 

iných technológií a pod., 
 

 (
tretej strany na základe  MHTH), 

 

vý , 
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zmluvou. 
 

o 

stranám. 

prvkov a  politík na ochranu dát pred 
stratou a 

 výkonom 
 

retia strana, bez toho, aby boli dotknuté predchádzajúce ustanovenia, sa 

a prístupov,  : 
o povinnú zmenu hesla pri prvom prihlásení,  
o , 
o automatickú kontrolu kvality hesiel,  

 výkonom 
 

 

MHTH kde dochádza k spracovaniu osobných údajov

Prílohe k tomuto dokumentu. 
 

majetku monitorované kamerovým systémom (CCTV/MKS) alebo elektronickým 
EZS). 

 19 ods. 6, § 24 ods. 1 ZoKB). 

10. KRYPTOGRAFIA A OVEROVANIE 

10.1   

MHTH 

 

10.2   

Je dovolené 
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Je dovolené 

-
At-Rest) aj pri prenose (Data-In-
pre vacie techniky 
 Je dovolené iba 
at rest) a TLS1.2 alebo TLS 1.3 pre dáta pri prenose (data in transit). 
 

10.3  

-5-

 
 

-9 (napr. pre podporované 

 

dopady. 
 

 
-Fi ako ISA 100 alebo Wireless 

 
-

 

HTTPS. 

 (napr. nástrojmi BitLocker alebo 
VeraCrypt).  

11.  DIZAJNE (SECURITY BY DESIGN) 

11.1 POSILNENIE OCHRANY (HARDENING) 

obmedzenie prístupu k protokolu, odstránenie alebo deaktiváciu nepotrebného softvéru, 

obmedzenie povolení pre súbor, riadenie opráv a protokolovanie. 

technológiami (ako napr. https://www.cisecurity.org/).  

 
o výnimku s  

informácií s 
klasifikáciou ako interné, tak v  

MHTH 
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(Back Doors). 

11.2   

http://cwe.mitre.org
http://www.owasp.org

, 
komponenty 

o v predmete dodávky.  

11.3  

 

Na systéme nie sú ponechané prípadné pred-

 

 

11.4   

prevádzku, aplikuje na ne princíp minimálne nevyhnutných práv a privilégií, princíp 

-
tavujú.   

11.5   

interpretery, debuggery), ktoré sú na ich prevádzku nevyhnutné. 

MHTH 
.  

 

schvále
 

  
 

  
a 
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zmluvy týmto nie je dotknutá. 

  
vopred schválené MHTH. 

 

11.6  DIZAJN A ARCHITEKTÚRA  

V 
  

  security logs),  
 

 , 
 

 
 architektúra je postavená na "zero-trust" modeli, t. 

 
 

, a pod.),  
 

 
  
 -

 
 

systémových privilégií,  
 

pri 
 

 
- 

 
 

a pod.). 

Upresnenia a d odkomunikované a 
odsúhlasené v písomnej alebo elektronickej komunikácií oboma stranami. 

12. RIADENIE INCIDENTOV 

12.1   

Dodávatelia 

zmenu, zverejnenie alebo neoprávnený prístup k údajom alebo informáciám MHTH. Ak 

,  
MHTH. 
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12.2  OZNAMOVANIE 

 písomne v elektronickej 
forme, pridelenej kontaktnej osobe/gestor projektu . 

obratom oznámi MHTH  
platných zákonov, ale najneskôr do 24 hodín.   

 

12.3   

 

12.4   

priamo alebo nepriamo základných 

MHTH.  
 

12.5  ODOBRATIE PRÍSTUPU ZAMESTNANCA  SYSTÉMOM MHTH 

V a povinností  m  
prístup  

pri dodávke 
strane MHTH a ani ako dôvod na posunutie termínu  

13.  

 
MHTH zdrojové kódy, práva alebo súhlasy potrebné na 

, ak v zmluve nie je dohodnuté inak. 
Následne sa   písomne zaväzuje 
v systémoch . D  
a nástrojmi a  a výsledný protokol o likvidácii 
kontaktnej osobe v MHTH  ochrane 
osobných údajov.  
 
 

14. SÚVISIACA DOKUMENTÁCIA 

14.1  Interné dokumenty 

 MHTH_KB01  
 
 
14.2  Prílohy a formuláre 

  VZOR_Prehlásenia 

 
  VZOR_Súhlas so spracúvaním osobných údajov 
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15.  

je elektronického 
  na intranete   

Vypracoval: Ing. Róbert Mramúch,  
Schválili:  Ing.  
      Ing. Jozef Tarnovský, m  
  

Nahrádza:      
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Príloha  
 

VZOR 
 

 
o p  v 

 
 
 
Dolu podpísaný zamestnanec/spolupracovník tretej strany: 
Meno a priezvisko:  ................................................................................ 
Pracovná rola:   ................................................................................ 
Kontakt email, tel. ................................................................................ 
Názov tretej strany:  ................................................................................ 

   ................................................................................ 
 
 

MH Teplárenský holding a.s. uvedených v dokumente: Politiky kybernetickej a 
 tretie strany vydanie . 1 uzatvorenej medzi 

MH Teplárenský holding a.s.  ......... . 
 

zaväzujem sa MH Teplárenský holding a.s. 
 

 
 

   ............................................................... 
Meno a priezvisko 
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Príloha  
VZOR 

 
SÚHLAS SO SPRACÚVANÍM OSOBNÝCH ÚDAJOV 

 ochrane 
fyzických osôb pri spracúvaní osobných údajov a o 

 
  
Dotknutá osoba:  
  

Titul, meno a priezvisko:   

  

Pracovná pozícia:   

  
: 

  
 MH Teplárenský holding, a.s. 

Sídlo:   Turbínová 3, 831 04  Bratislava -  
  36 211 541 

Registrácia:  
 

A.  
  

NextGen Firewall, VPN koncentrátora a Secure Remote Access: 
  

a) vedie logy 
prenesených dát, administrátorských aktivitách, 

b) 
zdrojom pristupovali a aké akcie vykonávali),  

c) 

písanie na klávesnici s obmedzeniami pre zachytenie hesla, zobrazené aplikácie a okná, 

 
  

spracúvania vychádzajúceho zo súhlasu pred jeho odvolaním. Informácia o spracúvaní osobných 
údajov je dostupná tu: www.mhth.sk/ochrana-osobnych-udajov.  
 
B. Udelenie súhlasu 
  

  
 

  
a do uplynutia 2 rokov od môjho 

 
 

 
  
   

.................................................. 
Podpis dotknutej osoby 

 


